This policy expresses the requirements, definitions, rules, practices, responsibilities and workflows that are based on business continuity and requirements in compliance with corporate business goals and organized according to applicable laws and standards, with in ESMS Denizcilik Enerji Taahhüt Mühendislik Sanayi ve Ticaret A.Ş. and among its employees. The aim of this policy is to provide guidance for information security related activities, and to reveal the information security processes and controls at ESMS facilities.

In pursuance of its aims stated above this policy recognizes;

* Ensuring the confidentiality, integrity and usability of company information and information systems,
* Protecting the reliability and image of the company, ensuring compliance to specifications stated in contracts with third parties, providing confidentiality for all information assets used within bussiness processes to maintain continuity of ESMS business activities, within the scope of information security management system requirements and legal legislations,
* Providing and maintaining a safe environment that protects the integrity, accessibility and confidentiality of information sources and assests from intentional or accidental distortions or disposals,
* Protecting and securing the technical knowledge gained with technology-oriented experience against violation of intellectual property confidentiality,
* Provide network security and application security,
* Using the system for personel data transfer by way of network,
* Executing traning programs that enforce technical and behavioral competence development in order to increase awareness in information security, as the most important responsibilities of ESMS.